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Abstract & Motivation

The current state of computer science education has garnered concern across the world as the demand for computer science literacy has grown in professional careers. Computer science is integral to problem solving across the STEM field. Motivated by the need to teach students crucial computer science skills, outreach camps were held for middle and high school students and specifically focused on cybersecurity. This research focused on two main questions:

1. How do week-long outreach activities impact student interest in cybersecurity?
2. How do these activities influence student behavior online?

Background

Previous research in this field has shown that:
- Computer science should be integrated in STEM fields.
- There is a profound need for proper K-12 Computer Science Education.
- The introduction of computer science education legislation has challenged teachers who are under-prepared for instructing computer science.
- Outreach camps can have a positive influence on students learning about computer science.

Instruction Techniques

These outreach events were focused on maintaining engagement while progressing through a series of computer science and cybersecurity lessons. Researchers favored student-centered, hands-on activities. To gauge the success of the events, learning artifacts were collected from the participants that showed both the qualitative and quantitative results of the sessions. The camps included many different instruction platforms, ranging from class-wide conversations, large group collaboration, small group problem solving, and individual concept interpretation.

- Students were asked to reflect on their learning individually to provide an indication of their progress interest level, and content knowledge. This was done through drawings, worksheets, and surveys.
- Small team problem solving was student-led during hands-on programming labs. The students were given real world problems then guided to possible solutions within small teams (2-5 students).
- Large group collaborations were led by university students. They drove conversations with the participants about notions introduced by the class-wide conversations (5-10 students).
- Class-wide conversations were driven by volunteers with experience in education and focused on introducing main ideas and foundational concepts (25-30 students).

Results & Discussion

Volunteers focused on three main objectives:

1. Engage the participants during sessions through associating lessons with familiar concepts and suitable applications. These real-world connections were made explicitly to the students.
2. Reach for computer science concepts beyond coding. Volunteers developed coursework built on foundational skills such as creative problem solving, communication, teamwork, and critical thinking.
3. Improve instructional techniques throughout the different camps to provide a high-quality educational experience that is up-to-date with current cybersecurity issues.

The surveys indicated a rise in interest after the camp with 63% reporting high interest. Results were measured using identical pre-surveys and post-surveys that asked the students the same questions before and after the camp activities. This answers our two main research questions.

1. In the surveys, students showed more attention to the implications of their behavior online after the camp.

2. How do week-long outreach activities impact student interest in cybersecurity?

Conclusions & Future Work

These outreach camps have aided in the creation of more outreach opportunities, including additional camps and professional developments for teachers. These include:
- Week-long outreach camps for middle and high school students and teachers.
- Week-long outreach camps for elementary school students and teachers.
- Outreach opportunities for teachers to earn micro credentials.
- 1-2 day professional developments to help elementary school teachers meet engineering education standards.
- Week-long professional developments to help K-8 teachers integrate computer science lessons in their curriculum.
- Various professional developments to help teachers intern computer science lessons into their classrooms.
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