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Abstract: Automatic fingerprint verification is an important tool of any security and monitoring 

systems. An optical joint transform correlation technique is proposed for efficient real-time 

recognition of fingerprints. The proposed technique employs optical lenses and spatial light 

modulators to process the given images and hence it can yield the verification decision almost 

instantaneously. The optical correlator is modified by incorporating phase shifting and phase 

encoding of the reference fingerprint to avoid unnecessary correlation signals and hence make the 

best utilization of the space and bandwidth resources. The given input image of fingerprint is 

correlated directly with the reference fingerprint and a highly distinctive correlation signal is 

produced if the given fingerprint is of an authorized person, while a negligible correlation signal is 

produced for all unauthorized fingerprints. The proposed technique is capable of recognizing 

multiple authorized fingerprints simultaneously in a given input scene containing more than one 

fingerprint. Performance of the proposed techniques is investigated through computer simulation 

involving real-life fingerprint images. 
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I. I�TRODUCTIO� 

 

Fingerprint has widely been utilized as an efficient biometric feature to identify a human being. 

Real-time automatic fingerprint verification is a necessary and very important tool for any kind 

of security and monitoring applications [1]. Optical joint transform correlation (JTC) technique 

has been observed to be very efficient for real-time pattern recognition systems, because it 

allows real-time updating of the reference image, permits parallel Fourier transformation of the 

reference image and input scene, operates at video frame rates and eliminates any precise 

positioning requirement of complex matched filters in the Fourier plane [2]. However, classical 

JTC technique suffers from poor correlation discrimination, wide sidelobes, pair of correlation 

for each object, and strong zero-order correlation. Different algorithms have been proposed to 

overcome the limitations of the classical JTC technique, namely binary JTC [3], phase-only JTC 

[4], and fringe-adjusted JTC [5]. Though these techniques are able to solve some of the problems 

mentioned above, but they are not as efficient as required for practical real-time applications. A 

new efficient and successful optical JTC algorithm has been proposed named shifted phase-

encoded fringe-adjusted JTC (SPFJTC) technique [6-7]. It yields a single and very distinctive 

correlation signal with high discrimination between the target image and the non-target images 

and the background, and also operates well in noisy input scenes.  

 

The objective of this paper is to develop a fingerprint verification technique employing the 

SPFJTC algorithm for automatic and real-time applications. The reference fingerprint image is 

correlated with the given fingerprint images and a correlation signal is generated in the output 

plane which distinguishes a fingerprint in the database from that not included in the database. 



Computer simulation is carried to investigate the performance of the proposed technique 

involving real-life fingerprint images. 

 

II. A�ALYSIS 

 

Figure 1 shows the block diagram of the proposed optical shifted phase-encoded fringe-adjusted 

joint transform correlation (SPFJTC) technique for distortion-invariant fingerprint verification 

system. The reference fingerprint image, r(x, y), from the database is first Fourier transformed 

and multiplied by a random phase mask, φ(x, y), as given by 
( ) ( ) ( )[ ] ( )vuvujvuRvuR r ,,exp,, Φ×Φ=                                             (1) 

where u and v are mutually independent frequency domain variables, R(u, v) and Φr(u, v) are the 

amplitude and phase, respectively, of the Fourier transform of r(x, y), and Φ(u, v) is the Fourier 

transform of φ(x, y). Inverse Fourier transformation of Eq. (1) yields the phase-encoded reference 

image which is then fed into two parallel channels, where one channel introduces a 180 degree 

phase shift. Next, the input scene containing one or more unknown fingerprint images, ti(x, y), is 

now introduced to both the channels to form two joint images as given by 
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where K is the number of fingerprint images in the input scene. From the Fourier transformation 

of the above equations we can obtain two joint power spectra (JPS) as given by 
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It can be observed from the above equations that both the JPS signals contain a number of terms 

to produce auto-correlation and cross-correlation terms in the output plane. However, the 

following operation will eliminate the unnecessary correlation signals automatically, where the 

JPS in Eq. (5) is subtracted from that in Eq. (4) and the resultant signal is multiplied again by the 

same phase mask used earlier. Thus we get the modified JPS as 
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The final correlation signal can be obtained by taking inverse Fourier transformation of Eq. (6). 

It may be noted that the first term in the above equation will produce a correlation which will be 

scattered in various directions in space because of the random nature of the phase mask. 

Therefore, ultimately only the second term will produce a single correlation signal per each 

potential target fingerprint in the output plane.  

 

Next a modified fringe-adjusted filter (FAF) is also developed to enhance the correlation 

performance of the technique. The filter transfer function can be expressed as 
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where C(u,v) and D(u,v) are either constants or functions of u and v. The parameter C(u,v) is 

used to avoid having an optical gain greater than unity, while D(u,v) is used to overcome the pole 

problem. Since the power spectra of the reference fingerprint can be pre-calculated and stored, 

incorporation of FAF in the proposed technique will not adversely impact the processing speed. 

 

Thereafter, the JPS as given in Eq. (6) is multiplied by the FAF transfer function as given by Eq. 

(7) to yield an enhanced JPS whose inverse Fourier transformation will finally result in a single 

and very sharp correlation peak for each potential target fingerprint present in the given input 

scene.  

 

III. SIMULATIO� RESULTS 

 

Performance of the proposed fingerprint verification technique is evaluated using a computer 

simulation program developed in MATLAB software and employing a set of real-life fingerprint 

images. Figure 2 shows the correlation performance using a sample fingerprint as the reference 

image for the SPFJTC technique. The same fingerprint is employed in the input scene and the 

resultant correlation output shown in Fig. 2(c) clearly verifies the efficiency of the technique, 

because it generates a very sharp and highly distinctive correlation peak. 

 

Then a different version of the same target fingerprint recorded at a different time is introduced 

into the input scene as shown in Fig. 3(b). Though the input image varies significantly from the 

reference image in the database, but the proposed technique is observed to be very successful in 

recognizing the fingerprint by producing a distinct correlation peak as shown in Fig. 3(c). Now a 

non-target fingerprint is employed in the input scene as shown in Fig. 4(b). The correlation 

signals in Fig. 4(c) rejects the fingerprint by generating noisy signal where there is no distinctive 

peak. 

 

Next, the proposed technique is investigated employing an input scene shown in Fig. 5(b), which 

contains multiple fingerprint images among which two are potential target fingerprints. The 

correlation output in Fig. 5(c) shows two sharp peaks corresponding to the target fingerprints 



while rejecting all non-target fingerprints. Finally, an input scene is considered in the simulation 

which is corrupted by noise as shown in Fig. 6(b). The correlation output in Fig. 6(c) confirms 

that the proposed technique is very efficient and successful in verifying the target fingerprints 

even in noisy environment. Similar other investigations are carried out with other fingerprint 

images and in different practical scenarios where in every case the proposed technique is 

observed to perform excellent. 

IV. CO�CLUSIO� 

 

An efficient and high-speed fingerprint verification technique is proposed in this paper. The 

proposed technique is observed to be very successful in recognizing a target fingerprint which is 

included in the database and reject any other fingerprints. It produces an efficient correlation 

output which clearly identifies the target fingerprints. The technique is also capable of 

identifying multiple fingerprints in the same input scene simultaneously. Computer simulation 

results verify the effectiveness of the technique in different practical real-life scenario, like noisy 

scenes. Optical implementation of the technique will yield a real-time fingerprint verification 

system for security applications. 
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Figure 1: Block diagram of shifted phase-encoded fringe-adjusted joint transform correlation 

technique 

 

                      
(a)                                                                  (b) 

 
(c) 

 

Figure 2: Correlation performance using a target fingerprint: (a) reference fingerprint from 

database, (b) input fingerprint, (c) correlation output 
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Figure 3: Correlation performance using a target fingerprint which is recorded at different time: 

(a) reference fingerprint, (b) input fingerprint, (c) correlation output 
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Figure 4: Correlation performance using a non-target fingerprint: (a) reference fingerprint, (b) 

input fingerprint, (c) correlation output 
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Figure 5: Correlation performance with an input scene having multiple fingerprints: (a) 

reference fingerprint, (b) input scene, (c) correlation output 
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Figure 6: Correlation performance with an input scene having multiple fingerprints and 

corrupted by noise: (a) reference fingerprint, (b) input scene, (c) correlation output 

 

 

 
 

 


